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Update the operating system and 
applications of your mobile devices 
(e.g. smartphone, tablet and
notebook computer) and keep a 
backup before travelling

Avoid using public Wi-Fi, computers
or charging facilities

Do not share your current location
on social media platforms

Cyber Safe Travel

Information Security Guide
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Enable screen lock on your
devices with strong password, 
fingerprint or facial recognition 

Enable the “Find My Device” (Android) / 
“Find My iPhone” (iOS) function

Stay vigilant before scanning any 
QR codes, and make sure it is from 
a trusted source

Do not click  any suspicious links or 
download any suspicious attachments

Do not leave your devices unattended 
in public places


