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Result of the Survey




O1.

Cybersec Infohub provides
a community-driven
collaborative platform for
Information security
stakeholders to share and
exchange cyber security

Information.

Please indicate which of
the following roles your
organisation would be
Interested In.

Ql

Information Provider:
provide cyber threat
intelligence / researches /...

Contributor: share expert
experience / threat
mitigation measures /...

Closed-group Agent: lead in

closed-group exchange and _

assessment on topical...

Information Seeker: gather
cyber security information
for research / operational...
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Q2.

Do you consider that the
name of participating
organisations could be
disclosed to the public?

Yes,
Mandato
8%

Yes, Opt-in
basis
73%




Q3.

With a view to enable
participants to get in
touch with each other,
please suggest which of
the following contact

details, in addition to
Organisations and
Name of their
representatives, should
be posted in the trusted
collaborative network.

Title

Email Address

Expertise

WhatsApp

Other
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Q4. Q4

Regular polling on trending

WhiCh_ of the _ topics to collect views from _
following technical participants on what’s hot

featu_res would YOU Tag cloud for popular search _
consider essential for keywords

better visibility of the
iInformation posted to Rank popular posts [

the platform?
Push notifications on

important alerts and |

advisories

0% 20% 40% 60% 80% 100%
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Q5.

What types of
Information do you
consider appropriate

for deploying artificial
Intelligence technology
to facilitate the
collaboration and
iInformation sharing?

Q5

Analytics of posts, views and
comments to derive a unified
view of security concerns...

Automated tagging of posts to

give a collective view on
trending issues for...

Others ‘

0% 20% 40% 60% 80% 100%
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Q6.

Do you consider that
two-step verification for
logging In to the
platform is mandatory?




Joining the Programme

* The Programme Management Committee will send the
T&C, ToR and application form to your organisations for
enrollment to the Programme

* More information on the OGCIO Thematic Page

* Please provide your views through the Thematic Page
or email to us
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Thematic Page

Expression of Interest

Interested parties please submit your contact information by filling in the electronic form below. We will further
contact you for more details.

Name: Organisation /

Company:
Telephone Email Address:
Number:

suggestion [ Comment [ Enquiry:

Please give your comment through this web page

or contact us directly. _r

Enter the characters in the image (CAPTCHA):

gNwpKN *

Personal Information Collection Statement

Any personal data provided in this form will only be used by the Office of the Government Chief Information
Officer and the Hong Kong Productivity Council, the Programme Manager of this Programme, for the purposes
related to the Programme. You have rights of access and correction with respect to your personal data held by
us. If you wish to exercise these rights, please contact us by email: cybersechub@cybersecurity.hk.

Agree and Submit 15
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