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Overall Programme Management
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Proposal for 

Future Pilot 

Programme
12 months

Final

Review
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development 
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• Platform administration
• Communication and motivation 
• Consultancy for Member queries



Engagement

Online
Exchange & 

Discussion

• Briefing
• Cultivate a trusted 

partnership
• Motivation 
• Consultancy for 

member queries



Engagement

Online
Exchange & 

Discussion

Offline
Trust Building & 

Public 

Engagement

Face-to-face 
industry events

Round-table meetings 
cum workshop
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• Cultivate a trusted 
partnership

• Lead roundtable 
discussion

• Organize physical 
meetings



Result of the Survey
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Q1. 

Cybersec Infohub provides 

a community-driven 

collaborative platform for 

information security 

stakeholders to share and 

exchange cyber security 

information. 

Please indicate which of 

the following roles your 

organisation would be 

interested in.
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0% 10% 20% 30% 40% 50% 60% 70% 80%

Information Seeker: gather
cyber security information
for research / operational…

Closed-group Agent: lead in
closed-group exchange and

assessment on topical…

Contributor: share expert
experience / threat

mitigation measures /…

Information Provider:
provide cyber threat

intelligence / researches /…

Q1



Q2. 

Do you consider that the 
name of participating 
organisations could be 
disclosed to the public?
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No
19%

Yes, Opt-in 
basis
73%

Yes, 
Mandatory

8%

Q2



Q3. 

With a view to enable 
participants to get in 
touch with each other, 
please suggest which of 
the following contact 
details, in addition to 
Organisations and 
Name of their 
representatives, should 
be posted in the trusted 
collaborative network.
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0% 20% 40% 60% 80% 100%

Other

WhatsApp

Expertise

Email Address

Title

Q3



Q4. 

Which of the 
following technical 
features would you 
consider essential for 
better visibility of the 
information posted to 
the platform? 
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0% 20% 40% 60% 80% 100%

Push notifications on
important alerts and

advisories

Rank popular posts

Tag cloud for popular search
keywords

Regular polling on trending 
topics to collect views from 
participants on what’s hot 

Q4



Q5. 

What types of 
information do you 
consider appropriate 
for deploying artificial 
intelligence technology
to facilitate the 
collaboration and 
information sharing?

12

0% 20% 40% 60% 80% 100%

Others

Automated tagging of posts to

give a collective view on

trending issues for…

Analytics of posts, views and

comments to derive a unified

view of security concerns…

Q5



Q6. 

Do you consider that 
two-step verification for 
logging in to the 
platform is mandatory?
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No
10%

Yes
90%

Q6



Joining the Programme

• The Programme Management Committee will send the 

T&C, ToR and application form to your organisations for 

enrollment to the Programme

• More information on the OGCIO Thematic Page

• Please provide your views through the Thematic Page 

or email to us
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Thematic Page
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Please give your comment through this web page 
or contact us directly.



2018
P L A N

Sep

Platform 
Launch

Platform 
Training Workshop

Advisory Group 
Meeting

Professional workshop 
cum round-table meeting

Regular meetings 
with Members

Recruitment

Now Q4

2019 - 2020

16Professional workshop 
cum round-table meeting



Build Better Cyber Resilience

for Hong Kong

cybersechub@cybersecurity.hk
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