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Disclaimer

• These materials have been prepared by and are proprietary to Hutchison

Telephone Company Limited (HTCL) solely for use at this presentation. No

representations or warranties, express or implied, are made as to, and no

reliance should be placed on, the accuracy, completeness or adequacy of the

information presented or contained in these materials. HTCL expressly disclaims

liability for errors and omissions in these materials.

• No part of these materials may be reproduced, copied or transmitted in any form

or for any purpose without the express written permission of HTCL. The

information presented or contained in these materials is subject to change

without notice.
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Agenda
• 5G is re-shaping the future of digital 
payments

• Types of online payments
• Credit cards

• Digital Wallets (e.g. AlipayHK, PayMe, 
WeChat Pay HK)

• Crypto Wallets

• Practical examples (3HK)
• Online cryptocurrency payment for mobile 

phone bills

• Payment (Digital Wallet) for e-commerce

• Carrier Billing

• Tips for protecting online payments
• Common security issues of online 

payments 



5G is reshaping the 
future of digital 
payments



The 5G era is here

Source:  Communications Authority
https://www.5g.gov.hk/en/what-is-5g/coverage.html
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5G is re-shaping the future of digital payments

Source: TMForum
https://inform.tmforum.org/game-changing-
technology/2019/11/43188/

•Provide connected devices with a digital wallet (similar to bank account for customers)
•Process billions of real-time transactions through 5G applications
•Offer competitive transaction fees (payment processors usually charge 3% + 
$0.10/transaction on average)
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Prevent
ion

Detecti
on

Respon
se

Training

•Regular Vulnerability 
Assessment

•Cyber Threat Intelligence

•7 x 24 SOC monitoring

•Endpoint Protection

•Network Protection

•Web App Firewall

•Anti-DDoS

•Intrusion Prevention

•Incident Management

•Continuous 
Improvement

•Regular Awareness 
Training 

•Phishing Simulation

How to measure a trusted service provider

• Is your service provider using any professional Security Operation Centre (SOC) support?
• Has your service provider deployed any cybersecurity standard or framework? 
• Has your service provider invested in any cybersecurity tools and endpoint protection?7



Types of Online 
Payments



• Physical or virtual 

• Customers to enter card information for online payment

• Multi-factor authentication (MFA) such as one-time 

password (OTP) through SMS

• SMS/Email notification upon transaction completion

Credit Cards 
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• Electronic form of money

• Select a desirable digital wallet 

during checkout

• Redirect customers to the app 

provided by digital wallet 

• Enter pre-defined PIN to confirm 

transaction

• SMS/Email notification upon 

transaction completion

Digital Wallets 
(e.g. AlipayHK, PayMe, WeChat 
Pay, etc) 
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• A cryptocurrency, a fungible token, 

is a store of value or a utility token

• High variety of face-value of the 

“Money” 

• “Money” can be earned by crypto-

mining

• Payment workflow like digital 

wallets

Crypto wallets

11

Noted: Reference price as of 11 Apr 2022



Practical Examples 
(3HK)



Online 
Cryptocurrency 
Payment for Mobile 
Phone Bills
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Always verify a 
web wallet’s 
address



Write down a 
mnemonic phrase 
for password 
recovery

Use a 
hardware 
wallet for 
extra 
protection 15



Payment (Digital 
Wallet)
for e-Commerce
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Remember to 
check 
confirmation 
email after 
payment

Enter your PIN 
securely



Carrier Billing



Carrier Billing
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Set up Carrier Billing
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Set up Carrier Billing (cont.)

21



How to pay via carrier billing

22



Security Tips for 
Online Payments



• Phishing emails

• Fake websites

• Payment gateway / application being compromised

Common security issues of online 
payments
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• Don’t click on any link or open any email if you are not sure about 
where they come from and their true identity

Tips for protecting online 
payments
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Ask yourself: 
Do you have any 
business contact 
with this 
organisation?
Is the link really 
reaching the 
genuine website?



• Verify the payment web/link before entering any information

Tips for protecting online 
payments
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“https://paypal.intl.ca-
enl.com/signin/?country.x=CA&local.x=en_CA”



• Always have the system patch updated and the anti-virus signature 
in-place

• Make sure that the transaction confirmation from the merchant is well 
received 

Tips for protecting online 
payments
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Thank you 


